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About CANSO

WE ARE THE VOICE OF AIR TRAFFIC MANAGEMENT



CANSO Europe Region

CANSO Europe 

Members: 

35 ANSPs



CANSO Standard of Excellence in Cybersecurity

The CANSO Standard of Excellence in 

Cybersecurity supports ANSPs by:

 Highlighting the critical elements of effective 

cybersecurity

 Allowing comparison of maturity levels either 

internally or externally, providing accessible, 

high-level summaries for management  

 Facilitating a harmonised approach to 

cybersecurity across the ATM industry.





Other CANSO Global Cybersecurity Activities

CANSO Emergency Response Guide 

• The Guide helps ANSPs develop a formal emergency response plan that 
documents the orderly and efficient transition from normal to emergency 
operations and return to normal operations.

Cybersecurity Maturity Model (with EUROCONTROL)

Contribution to ICAO activities

• Observer – Cybersecurity Panel (CYSECP)

• Member of the Trust Framework Study Group



Information Security is now explicitly considered, by different international and 
European legislations, as a binding requirement considering the need to protect both 
critical infrastructures in general and the Civil Aviation systems and information in 
particular. 

Main Priorities:

 Contribute to the European Union regulatory/oversight framework in the field of 
information security 

 European Strategic Coordination Platform (ESCP)

 EU Cybersecurity Strategy

 ‘Management of information security risks’ (Part-IS) & GM/AMC

 Support harmonised implantation of NIS Directive, Regulation 2017/373

 Share best practices 

 Monitor Standardization activities (ECSCG, EUROCAE, CEN, ECAC, ECTRL)

Cybersecurity in Europe





CANSO Key messages

• The current increase in geopolitical tensions has caused 
significant overhead and concerns amongst ANSP’s because of 
our reliance on global digital interconnectivity. There is an urgent 
need to improve and support work under ICAO to improve our 
digital resilience.

• ANSP information sharing and cooperation should improve to 
deal with common threats and risks.

• We should consider common approaches towards security 
architecture and managing the supply chain, which would deliver 
efficiency and effectiveness benefits.



Our Shared Vision 
for 2045

A Blueprint for Future Skies

The Complete Air Traffic System (CATS) Global Council



Our Shared Vision for 2045

Services and Service Delivery 

Technology and Digitisation 

Safety and Regulation 

Environmental Sustainability and Social Impact

Airspace Design and Classification

Data and Security 

People, Organisation and Talent

2045 Vision 
Building 
Blocks 
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